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1. Description 
 

This manual describes usage of management software which is simple software for 
configuration and testing/debugging communication between serial device and third party 
software eg. ERP, Cloud, TCP server etc.. 

You can manage CloudScaleLink modules through the CSLTools which is Windows 
desktop application intended for local management of CloudScaleLink modules. 

If you want to manage your modules remotely with central management, you shall use 
Cloud Management Platform (CMP). CMP enables management of all your modules from 
anywhere in the world and from any device that is connected to the internet. 

With CSLTools and CMP you can fully configure all module settings: 

- General settings 
- Ethernet settings (only for interfaces with Ethernet) 
- WIFI settings (only for interfaces with WIFI) 
- TCP server/client settings 
- MQTT settings 
- Common settings (variables and DNS) 
- Serial interface settings 
- Modbus settings 

 

2. CSLTools requirements 
 
CSLTool is Windows desktop application. 

Requirements: 

- Windows 8/10/11 or later 
- Windows Server 2016 or later 
- Operating system must have .NET 4.8 or later installed 
- Space requirements: 50 Mb or more 
- No installation needed 
- Access to network or direct connection with CSL with UDP broadcast allowed 

3. CMP requirements 
 

CMP can be used on any device that is connected to the internet and has a web browser (Android, 
Windows, iPhone/iPad, Mac, Linux, Unix, ChromeOS, etc.). 

CMP does not require any installation or configuration. All you need is to have registered account – 
see section - Cloud management platform (CMP) 
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4. Search interface 
 

For CSLTools to work we have to first select search interface – this is interface over which 
CSLTools will try to find all available interfaces.  

For instance, if you have desktop PC you usually have only one Ethernet card so there 
will be only one option. If you have a laptop you usually have WIFI and Ethernet interface – 
but with laptop we usually use WIFI so in that case we have to selected WIFI interface as 
search interface. 

Please note that only working interfaces (this are interfaces with active connection) are 
shown. 

 

 

5. Searching for interfaces 
After you selected interface on which you wish to perform search you should press Search button. 

  

After that search process will start and progress is shown in a progress bar. All found interfaces are 
displayed under interfaces:  
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Where also common data of interface are displayed: 

1. Device name 
2. Ser. Number of interface 
3. Firmware version 
4. MAC of interface 
5. Interface over which device was found (Ethernet or WIFI) 
6. Ethernet IP 
7. SSID 
8. WIFI IP 
9. RSSI – signal strength for WIFI 
10. And status, there is active connection on the interface (TCP or MQTT) 

6. Configuration 
 

After you see interface which you would like to configure click on it and selected device will be 
blue. After that you can press Change settings button and new window will open where you can 
configure dedicated settings. 
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6.1. Saving settings 
 
Please note that when saving settings only settings of currently selected tab are saved. 

6.2. General settings 
 

In General setting tab we can set the following settings: 

• Device ID: name/id of device to easier distinct different devices.  
NOTE: that this ID is also used for DHCP where device id will have suffix -E for 
Ethernet and -W for WIFI. 
NOTE: device id is also used in JSON response for HTTP/REST 
{"deviceid":"CSL-THOR","data":""} 

• SERIAL NUMBER: We can set  the serial number manually.* 
• Model of interface. 
• Firmware version 
• MAC: the MAC address of interface 

NOTE: MAC address is different for every interface so for Ethernet is different than 
for WIFI interface. 

• PIN setting 
• Debug – if you want to enable debugging you must set this option to yes and save 

settings. After saving settings green light on interface will blink – the interface will 
wait until you connect with debugger to proceed with starting DNS and MQTT service 
so you will be able to debug also both services. Please follow instruction in chapter 6. 
Communication and debugging.  
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6.2.1. PIN protection of interface 
 

By default, all interfaces CSL-THOR (before name PCS-232) since firmware 2.9.0 and CSL-ODIN 
(since firmware 1.4.0) have factory default PIN. PIN is printed on the label of interface, and it is 
marked CSL. 

 

If you want to change PIN, you must check box right to new pin and enter new PIN. In PIN in left 
corner, you must enter current PIN in order to change settings. 

You can always view all interface settings, but you cannot change settings, if PIN is set and not 
entering correct PIN. 

If you initialize interface (factory reset) PIN will be reset to factory PIN. 
 

6.2.2. Enable Cloud Management Platform (CMP) 
 

Cloud management platform is enabled by default. 

 

When you want to use cloud management of your module cloud management must be enabled. 

PIN 
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Since we have multiple servers, you have possibility to change server and port to which module will 
connect to. 

IMPORTANT: you can not use MQTT and Cloud at the same time. Module can connect to only one 
MQTT broker. Since CSL-Tools version 3.2 you will be notified that enabling both is not possible. 

 

6.2.2.1. Group topic 
 
If you want to communicate with multiple modules, you should enter group topic name. If you do not 
want MID in topic then check group topic without SN/MID.  

Group topic is further explained in our CSL API documentation. 

 
6.2.3. Factory reset – initialization of default settings 

 
If needed we can always factory reset interface by clicking on Factory reset button in 

CSLTools or via CMP platform. Factory reset can be performed also by button – see Button 
functions. 

 

 

6.2.4. Import/export settings 
 

Via CSLTools program you can export and import configuration settings.  

If you want to save your settings, you just click on Export save settings button in General 
tab and save dialog will open where you can specify file name and path where to store it. 

NOTE: All settings except WIFI and MQTT password are saved. 

If you want to import settings click on Import button and open file dialog will open. 
Select XML file from which you would like to import settings. 

NOTE: Settings are not automatically sent to interface. To save settings on interface you 
must click on button Save settings in every tab you want to save settings to interface. 

https://stimag.nl/scale-monitor/


CSLTools and CMP manual v. 2.4. 
 

https://cloudscalelink.com | https://stimag.nl/scale-monitor/ Page 10 of 38 
 

6.2.5. Reboot – reset of interface 
 

Interface can be rebooted via app by pressing button reboot in CSLTools or in CMP 
platform. You can reboot interface also by pressing button - see Button functions. 

6.3. Button functions 
 

Buttons are located on PCB of interface. 

 

CSL-THOR CSL-ODIN 

  
 

  
 

Version up to: Odin 2.0, Thor 3.3 the button had following functionality: 

- Press between 2 and 4 second – reboot 
- Press over 5 seconds – factory default 

In latest versions button has the following functionality: 

- 1 x press – reboot 
- 2 x presses – disable DHCP 
- 3 x presses – factory reset 

Every time you press button interface will blink with yellow/red led to confirm press was detected. 

6.4. Ethernet configuration 
 

Under the Ethernet tab we can set: 

• IP address,  
• Mask 
• Gateway  

or we can enable DHCP.  
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To apply changes, you must click on Save settings button. Interface will be automatically 
rebooted. 

 

 

6.5. Disable DHCP on THOR 
 

By default Thor interface has DHCP enabled. In case you want to connect Thor to the local 
network without DHCP server you will need to disable DHCP on Thor in order to be able to 
configure it. 

If you have Thor with version up to 3.3: 

In this case you have two options – first is to wait around 60 seconds and then you will hear four 
beeps – this means DHCP service has been stopped and now you will be able to find interface with 
CSLTools. Second option is that you disconnect interface from power and connect it back with 
Ethernet cable unplugged from PC. After you hear two beeps you can plug in cable, and you will be 
able to find interface. 

If you have Thor with version 3.4 or later: 

In that case we advise you to connect Thor directly to your computer or to the same switch 
as your computer. Then you can disable DHCP with button – see Button functions or you can 
click Disable DHCP in CSLTools which must be also version 3.4 or later. 
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6.6. WIFI configuration 
 

 Under the WIFI tab we can set static or dynamic IP: 

• IP address 
• Mask 
• Gateway  

or we can enable DHCP for dynamic IP. 

For WIFI we must enter: 

• SSID 
• Select encryption type, if WIFI is not OPEN 
• Enter key/password 

To apply changes, you must click on Save settings button.  
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NOTE: if WIFI name is left blank the WIFI will not be enabled. 

NOTE: if you want to change password you have to check checkbox before input field. 

NOTE: CSL-THOR does not support WIFI since version 3.2.0. WIFI was replaced by CSL-ODIN. 
 

6.6.1. CSL-ODIN – first time WIFI connection - https://apps.scale-monitor.com 
 

Since CSL-ODIN does not have ethernet connection therefore you must setup WIFI parameters for 
first time via Bluetooth. 

In order to do that please visit: https://apps.scale-monitor.com 

 

1. Click on Quick configuration 
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2. Click OK – new window will appear and there you will see your CloudScaleLink module. Select 
your module and click Pair 

 

3. Enter module CSL (pin) which is printed on the label of module – see chapter 5.2.1. 

 

4. After that current settings of module will be loaded. 
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5. Into field WIFI name enter name of your WIFI and tick WIFI password check box, if your wifi 
requires password. 
OPTIONAL: if you want to have static IP set DHCP to No and enter IP settings. 

6. After entering WIFI data press Save button and after that reboot in order to connect CSL-
ODIN to WIFI. 

Once your module is connected to WIFI you will be able to manage it also via CSLTools 
application or via Cloud Management platform CMP – see chapter 5.2.3. 

If you need more possibilities for settings click advanced setup. Here all menus will open up. 

 

6.6.2. WIFI encryptions 
 

You can choose between four types of encryption: 

1. Open – encryption disabled 
2. WEP64 
3. WEP128 
4. WPA – tkip algorithm 
5. WPA2 – aes algorithm 

We strongly advise to use WPA2 encryption.  

In case you use WEP64 you must enter passphrase in hexadecimal format which must be 10 characters long. 

In case you use WEP128 you must enter passphrase in hexadecimal format which must be 26 characters long. 

Please note that WEP64/128 encryption will only work with one static key (not dynamic where keys are 
changed). 

 

6.7. TCP configuration 
 

Under the TCP tab we can configure TCP settings. First, we have to define TCP type of connection.  

Interface can present itself as server (programs establish connection with interface) or as client – interface 
establish TCP connection with program. 
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6.7.1. TCP mode (server or client) 

For server mode we must specify TCP port on which interface will be listening – by default this is 
10010. 

If we want that interface establish TCP connection, we have to first select type of connection 
which can be client (Ethernet) or client (WIFI) – if we select client (Ethernet) connection will be 
established over Ethernet interface or if we selected client (WIFI) connection will be established over 
WIFI interface. 

In client mode we have to enter IP and TCP port to which interface will connect.  

Interface also monitors connection so, if connection is lost for instance WIFI signal is lost or 
server is down – interface will automatically try to reconnect until connection is established again. 

6.7.2. TCP bridge to MQTT 
 

In case you want to redirect TCP connection you can enable on some interfaces TCP bridge to 
MQTT. In that case all data received on TCP port (server or client) will be send to MQTT.  

This is very useful for instance, if you want to connect your label printer like Zebra directly to 
MQTT broker. 

TCP to MQTT bridge is further explained in our CSL API documentation. 

6.7.3. String no connection 

Interface is monitoring connection status over TCP and MQTT. In case connection is lost it will 
send over serial interface string to device so device will be notified that connection was lost. 
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6.7.4. Redirection TCP/serial 

We can enable redirection which is meant to directly pass data received on socket to serial 
interface and data received on serial interface to socket. This is useful for heavy duty applications to 
reduce time for processing data. 

By default, this option is disabled. If you enable this option debugger mode where you can 
monitor traffic between serial interface and socket will not work as CPU does not process data. 

When you enable MQTT this option is automatically disabled in interface because MQTT does 
not support redirection. 

6.8. Bluetooth 
 

For interfaces which support Bluetooth one can set Bluetooth debugging to debug over 
Bluetooth or to use Bluetooth for communication instead of Ethernet or WIFI. 

 

Note: Bluetooth can be used also for configuration of interface. 

If your module has Bluetooth you can use also Bluetooth to configure your module by visiting 
https://apps.scale-monitor.com/ 

 

6.9. HTTP configuration 
 

Under HTTP tab we can configure HTTP server port and response format where you can set that 
response will be changed to JSON format. 

In case you set response to be in JSON format the format will be: 
{“deviceid”:”your_device_id_set_in_genral_tab”, “data”:”response”} 
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NOTE: Since Odin version 2.3. and Thor version 3.4 by default HTTP server is disabled. In order to enable it you 
must change port in between 1 and 65535. If it is set to 0 it will disable HTTP server. 

6.9.1. REST with GET method 

To execute REST call with GET method you must call CloudScaleLink with command in an URL. 

Example: CloudScaleLink IP is: 10.19.92.96 and command we want to send via RS-232 is REXT 

 

You can easily test GET method by entering http://10.19.92.96/?REXT where you must replace IP and 
command you would like to execute. 

6.9.2. REST with POST method 

You can send command via POST method. If you want to test this from browser you can for Chrome install Yet 
Another REST Client - https://chromewebstore.google.com/detail/yet-another-rest-
client/ehafadccdcdedbhcbddihehiodgcddpl 
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6.9.3. SSL Encrypted REST 

If you need to access data from CloudScaleLink via SSL connection then you will have to use ScaleWebLink - 
https://scale-monitor.com/scaleweblink/  

6.10. MQTT configuration 

Under the MQTT tab we can configure interface to connect to MQTT server/broker. 

First, we must select interface over which connection should be performed this can be Ethernet or WIFI. 
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Then we must enter: 

• MQTT broker/server IP/host/url 
• TCP port 
• Client ID 
• Topic 
• QoS – quality of service 
• Retain message – if checked broker will get instruction to retain messages. 
• If you want to receive messages on topic, you have to check checkbox subscribe to topic. 
• If you want that interface encapsulate returned string into JSON format you must check checkbox 

return response in JSON – returned response will be: {“deviceid”:”your_device_id”, 
“data”:”response”} 

• Keep alive – set period (seconds) when to client should send keep alive message. 
• Last will topic and message – when client disconnects or lose connection broker will publish his 

last will message on set topic. 
• Meessage on connect – if you enter message client will publish this message on last will topic 

when connection with broker will be established. 
• If broker/server you are connecting to require authentication you have to enter also username 

and password. 

 

IMPORTANT: if you want to use MQTT you must disable Cloud. 
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6.11. Common (variables and DNS) 
 

In tab common you can set specific DNS – if you enter under MQTT server url interface detects 
automatically that it needs to resolve it to IP therefore DNS specified will be used. If not, DNS is 
specified and URL is entered interface uses Google DNS 8.8.8.8 to resolve IP. 

If you need to send additional data with string you can use variables. There are three variables 
available where you can specify key and value. 

NOTE: maximum length of key is 24 characters and maximum length of value is 48 characters. 

If key is specified than variable is automatically included in JSON response. 

NOTE: you must check return response in JSON in MQTT or HTTP tab so data from RS-232 device are 
automatically converted into JSON. 

Example: 
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Returned response in JSON: 

{ 

 "deviceid": "Mettler Toledo SICS", 

 "data": "SIX1 S 2 N N R 0 0 0 1 M 1.0996 1.0200 0.0794 kg", 

 "deviceUUID": "13a33eec-cec4-11ed-afa1-0242ac120002", 

 "msgPath": "preciz/test", 

 "originID": "pcs-232" 

}  

NOTE: maximum length of JSON response is 220 characters. 

 

6.12. Serial interface configuration 
 

CloudScaleLink modules have two RS-232 interfaces. From version Odin 2.3 and Thor version 3.4 
second serial interface can be used for connecting additional equipment such as barcode reader, 
label printer, thermal printer to cloud via MQTT or it can be used as TCP bridge. 

6.12.1. Serial interface 1 

Under the serial interface tab, we can configure the following serial interface settings: 

• Baud rate 
• Data bits 
• Parity 
• String terminator 
• On Thor only – use RS485 – this requires additional CSL-T485 board to be used in order to 

work. In that case instead of RS-232 you can user serial port 1 as RS-485 port with A and B 
line. Under modbus tab you can specify interface address. 

• Append string terminator for MQTT responses – if you want to receive in MQTT messages 
also string terminator you must opt out this. Please note that, if you are using Virtual printer 
in Scale Monitor you must enable this feature. 

String terminator is used to determine end of data so it can correctly show data in debugger 
mode. Usually, serial device has string terminator set to CR (carriage return) and LF (line feed) which 
is also default value. In case your device uses different terminator, you can insert ASCII character in 
decimal form for instance for ETX – which is ASCII 3 you should enter 3. 
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6.12.2. Serial interface 2 

Second serial interface has following modes: 

- Disabled – serial port 2 is not used 
- TCP – communication with serial port 2 working over TCP/IP server. Port is specified under TCP port. 

This means serial port 2 traffic is redirected to TCP port and TCP traffic coming on port specified is 
redirected to serial port 2. 

- MQTT – redirects traffic to MQTT and vica versa. Please see CMP API for further instruction to which 
topic traffic is redirected. 

- Redirect from serial 1 – in cases you need to redirect traffic from serial port 1 to serial port 2 you must 
select this mode. 
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6.13. ModBus 

Some interfaces support ModBus communication. If you set ModBus mode to RTU than you can 
communicate via TCP/IP or MQTT with ModBus device. 

Please note that string you send to device must be in HEX format and must include string terminator. 
When you send command to ModBus device you do not have to calculate CRC checksum as interface 
does automatically check, if response checksum is valid, if not you will not get any response. 

Example of command to be sent to device: 

01030000000A 

Byte Value Description 
1 01 Modbuse device address 
2 03 Modbus function 
3 00 Starting register MSB 
4 00 Starting register LSB 
5 00 No. of registers MSB 
6 0A No. of registers LSB 

In above example we send command to ModBus device with address 1, we execute function 03 to 
read holding register AO from register 40001 and we want 10 registers (#0A). 

Response will be like this: 

0103140000202B0000202B0004030F0000000000000000 

7. Default settings 
 

7.1. Ethernet interface default settings 
 

Ethernet IP: 169.254.245.92 
Subnet: 255.255.0.0 
DHCP: Enabled 
TCP Server port: 10010 
TCP Debugger port: 10011 
DNS 1.1.1.1 
Redirection: disabled 
Baudrate: 9600 
Databits: 8 
Parity: None 
String terminator: CRLF (ASCII 13 and 10) 

 

By default, Ethernet interface has IP: 169.254.245.92 which is APIPA – automatic private 
IP addressing.  
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You can configure interface also via web browser by visiting (HTTP server has been 
disabled by default in Thor 3.4 and later – see HTTP configuration how to enable it): 
http://169.254.245.92/settings.html  

 

7.2. WIFI interface default settings 
WIFI IP: 169.254.245.192 
Subnet: 255.255.0.0 
DHCP: Enabled 
TCP Server port: 10010 
TCP Debugger port: 10011 
DNS 1.1.1.1 
Redirection: disabled 
Baudrate: 9600 
Databits: 8 
Parity: None 
String terminator: CRLF (ASCII 13 and 10) 

 

You can configure interface also via web browser by visiting (HTTP server has been 
disabled by default in Thor 2.3 and later – see HTTP configuration how to enable it): 

http://169.254.245.192/settings.html if you connected over WIFI. 

NOTE: 

You can also connect interface directly to computer via Ethernet cable. In CSLTools you 
select ethernet interface to which you connected, and press Save and after that Search 
button which is the easiest and fastest method. 
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8. Communication and debugging 
 

8.1. Communication 
 

Communication/debugging is used to quickly test, if interface is working – you just select 
interface and click Debugger button. After that new window is opened where you have two tabs: 

- Communication – it is used to test and simulate commands. 
- Debugger – it is used to monitor traffic between interface/device and program – please see 

How to debug. 

If you wish to send command, you first press Connect (status of connection is shown in bottom 
left corner). After connection is established, you can put into textbox command and press Send 
button or press Enter. Responses are shown in response field. If device is continuously sending data, 
they will be immediately shown in responses field after connection is established. 

 

 

8.2. How to debug with CSLTools 
If you wish to monitor traffic you must first enable debugging in module settings: 
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After you saved settings, you must reboot module. When module is rebooted, it will wait that 
you establish connection with debugger and after that it will proceed with starting services as DNS 
and MQTT so you will be able to see information and status from these services too. 

You will see which data was send and over which socket was it send. 

RS232 is the response from the device while all other data TCP, HTTP and MQTT are received 
string to interface.

 

NOTE: if you wish to use debugger – redirection must be disabled otherwise connection is refused. 

NOTE: debugging must be set to yes in general settings tab otherwise connection is refused. 

 

8.3. How to debug via Bluetooth (CSL-ODIN only) 
 

To configure Bluetooth interface and perform debugging visit: https://apps.scale-monitor.com and 
click on CSL BluetoothàAdvanced configuration.  

Then click on Connect button and select from the list of available modules the one that you wish to 
debug click Pair and after that enter PIN. 

After connection with module is established go Bluetooth tab enable debugging: 
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Please note that after you enabled debugging you must reboot CloudScaleLink module.  

After reboot CloudScaleLink module will wait to connect via Bluetooth first. During wait for 
connection green led will blink every approx.. 2 seconds (from firmware 2.5.0 onwards). 

After that it will start WIFI connection, DHCP process, RS-232 communication etc.. so you will be able 
to retrieve all messages. 

Note: if you want to debug WIFI connection you must disable quick connect in tab WIFI. 

When debug mode is active all messages will be shown in Received box in Bluetooth tab: 
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9. How to connect printer and scale to Scale Monitor 
 

To connect scale and printer to Scale Monitor it is enough to have only one CloudScaleLink module.  

How to connect printer to Scale Monitor depends on type of printer connection you have. You can 
connect RS-232 printer or printer that is connected to your local network via Ethernet cable or WIFI. 

9.1. How to connect RS-232 label printer to Scale Monitor 

To use one CloudScaleLink module and connect both scale and label printer over RS-232 to Scale Monitor you 
must setup serial port 2. 

In serial port 2 you must set proper baudrate, data bits and parity – we advise you to use 115200 bps especially 
if you will be printing labels with photos as this will significantly speed up label printing. 

Serial port 2 must have Enabled set to MQTT. 
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Inside Scale Monitor you must under Settings->Label printer tick option Use serial port 2. 

When you use the same CloudScaleLink module for scale and label printer you must enter into MID and PIN the 
same data as you set up for scale connection. 
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9.2. How to connect Ethernet or WIFI label printer to Scale Monitor 
 

To connect Ethernet or WIFI label printer to Scale Monitor you must go under TCP settings and set 
mode to client. Under client you must enter printer IP and port (usually port is 9100). 

 

Inside Scale Monitor you must under Settings->Label printer tick option Use bridge mode. 

When you use the same CloudScaleLink module for scale and label printer you must enter into MID and PIN the 
same data as you set up for scale connection. 

9.2.1. Zebra alert setup 
 

In case you want to also receive confirmation message inside Scale Monitor that label was printed 
successfully you must set TCP type to server&client and check bridge to MQTT also under server – 
the rest is the same. 
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The next thing you must do is go to the Zebra printer setup (enter IP of printer into web browser) and 
printer page will open: 

 

Click on Alert setup: 

 

Click on Add Alert Message and select destination TCP and under address enter IP of CloudScaleLink 
module and under Port port of TCP server – by default this is 10010. Then click on Add Alert message 
(note you will have to enter also password – by default this is 1234) 

 

After that confirmation window will show. It is important that you click on Save Printer settings 
otherwise settings will be lost when printer is rebooted. 
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Now Zebra printer will send also confirmation messages back to Scale Monitor. 

10. Firmware update (OTA-Over The Air) 
 

You can update firmware by selecting interface and after that pressing button update. You have to select 
file with new firmware and after that press upload button to start process. 

After update process is finished you will get message with information if process was finished successfully 
or not. If process failed (eg. WIFI signal lost) you can restart process. 

 

 

11. Cloud management platform (CMP)  
 

If you register at https://register.scale-monitor.com you will be able to manage and monitor all 
your modules via Cloud Management Platform – CMP. 

CMP gives you same possibilities as CSLTools directly from your browser where you can monitor 
all your interfaces that have enabled Cloud management and are connected to internet from 
anywhere in the world via any device you want. 

CMP gives you possibility to see connection status, you can see WIFI signal strength, you can test 
connectivity, you can blink lights on your module to identify module in case you multiple modules 
nearby, you can remotely reboot your module and change all settings like IP, WIFI connection etc. 
and you can even debug your communications remotely. 
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11.1. List of modules 
 

In CMP you will see all your modules that you activated in CMP. 

Through CMP you will be able to manage all your modules. You can modify any setting of the 
module such as change IP, disable, or enable DHCP and so on. Basically, you can do everything you 
can do with CSLTools. 

 

CMP allows you to manage and monitor all your modules centrally. If you click on the button Ping all 
modules, you will receive statuses of all modules in the real-time. In case any module is off-line you 
will be able to see immediately. 

You can also test and debug connection with your module – see Debugging via CMP 

 

11.2. Module activation 
 

To see and manage module you must activate module in CMP. Please note that, if you add scale in 
Scale Monitor module will be automatically activated in CMP. 

To activate module after login, go to MenuàCloudScaleLinkàModulesàActivate module 

 

Into form enter MID and PIN of the module which are printed on the label of the module: 
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After entering module press Activate module and module will be added to the list of modules: 

 

IMPORTANT: when you activate module inside your CMP nobody else will be able to activate this 
module inside their CMP until you deactivate it in your CMP. 

 

11.3. Module deactivation 
 

To deactivate module, click on deactivate module button and in the window enter module data and 
confirm deactivation by clicking Deactivate module button. 

Afte deactivation module will be deleted from list of modules. 
 

11.4. Settings 
 

If you click on Settings a settings window will open and connection with module if it is connected to 
the internet will be established: 
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11.5. Top bar buttons and statuses 
 

In top bar you will see also several statuses: 

 

 - cloud icon represents cloud connection status. Cloud status tells if connection with the cloud 
is established. If connection is established cloud icon will be green otherwise it will be red. 

 - WIFI icon shows the signal strength with colours (green excellent, orange good and red poor) 

and if module is not connected to cloud a crossed red WIFI icon will appear . In Ethernet version it 

shows green ethernet icon , if ethernet is connected or red  if there is no connection with the 
module. 

 - ping button – by clicking ping button a ping request will be sent to module. In this way you can 
try if module is active and responsive. 

 - identification button – if you click on light icon, it will turn green which means that on the 
module there will be green light blinking. In this way in case, you have multiple modules on the same 
location you can distinguish them by turning LED light on or off. If you click again on the button, it 
will turn green led off. 

 - reload data button – if you click on the button module data will be reloaded. 

 - debug button – if you click on the debug button a debug window will open – see Debugging via 
CMP 

11.6. Debugging via CMP 
 

Built-in debugger gives you possibility to see real-time communication between RS-232 device and 
cloud or any program that device is connected to.  
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In the debug window you will see sent commands (green colour), received messages (orange colour) 
which can be also responses to commands you will send and any error messages (pink colour) that 
might occur during the communication. 

Built-in debugger allows you test your device by adding your commands and sending them to device. 
Any response received will be displayed in the window. Command panel is on the right side of the 
debug window. 

 

11.6.1. Managing commands in debug windows 
 

To add command, click on add button and new field will appear: 

 

Into new field write new command and then you can send this command to device by clicking Send 
button next to the field into which you entered command. 

To delete command, you just click on X button in front of the field. 

 

12. Troubleshooting 
 

12.1. Interface not found in CSLTools 
 

If you cannot find interface with CSLTools there can be several reasons: 

1. If you are not in same network (subnet) than UDP broadcast is probably disabled. In this case, please 
connect interface into same network so that interface and computer are in the same LAN. 

2. If you are connected directly to Ethernet interface via PC and your DHCP is enabled than you will not 
be able to find interface as DHCP disables UDP broadcast. See chapter how to Disable DHCP on 
THOR. 

3. Firewall is blocking communication – in that case either allow UDP port 3108 or disable firewall. 
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12.2. CSL-ODIN not discoverable via Bluetooth 
 

Problem: CSL-ODIN is not visible via Bluetooth after setting up WIFI name and password although both are 
correct, and you can see CSL-ODIN is connected to router. 

In that case there shall be a problem with DHCP on the server which usually in such cases is not enable or it is 
disabled. 

In that case either enable DHCP server on your access point or factory reset module and after connection via 
Bluetooth set up static IP and disable DHCP. 
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